
Policy Statement

Brakes India Private Limited (BIPL) is committed to a complete Information
Security Management System (I S M S).

We shall

• Protect Information Assets from all threats and risks.
• Maintain confidentiality, integrity and availability of Information and prevent 

unauthorized access.
• Practice Non-Disclosure of information related to the organization and its business 

stakeholders (Collaborator, Customer, Supplier and Employee).
• Frame information security objectives; operate on standard procedures and Business 

Continuity plans.
• Comply with applicable, legal, statutory, and regulatory requirements.

We shall achieve this by

• Creating awareness across the organization through periodic training to all 
employees and other associates on information security.

• Providing authorized access to information as appropriate to conduct business 
(including the extended enterprise and public domain).

• Continuously reviewing and improving upon the effectiveness of the ISMS.
• Conducting periodic security audits through third party agencies to discover 

weaknesses and strengthen to acceptable levels.
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